
To be solid, insurance must be fl exible

Cyber Crime cover from MPR Underwriting

‘Cyber Crime’ is generally accepted to be defi ned as:

• Funds Transfer Fraud – fraudulent instructions
issued to a fi nancial institution to pay money from an
account maintained by an organisation;

• Computer Fraud – theft resulting from unauthorised
access into a computer system;

• Remote Access Fraud – fraudulent use from a
location, other than an organisation’s own premises,
of rented telephone lines; and

• Social Engineering Fraud – criminal taking
committed by deceiving an employee into transferring,
paying or delivering money; or, funds transfer fraud,
or computer fraud, which involves deceiving an
employee into providing security detail for operating or
having access to an account held by an organisation.

However, cyber crime is still a crime and, depending on the 
insurer, will potentially be covered in a number of places. 
With MPR, this cover is exactly the same wherever it sits, 
which can be in one of three policies. The trigger is also 
the same across all policies (some cyber policies require 
unauthorised access or cyber event to trigger any crime 
cover that may be there).

The difference between the three contracts is what else is 
covered in addition to Cyber Crime (highlighted below).

For more information about Cyber Crime 
visit www.mprunderwriting.com

Cyber Crime cover from 
MPR Underwriting

This information is descriptive only. The precise cover provided is subject to the terms and conditions of the policy as issued. MPR Underwriting Limited is a company incorporated in England and Wales and 
registered under Company Number 10529758 and is authorised and regulated by the Financial Conduct Authority. Insurance is underwritten by MPR Underwriting Limited on behalf of Chaucer Insurance 
Company DAC, authorised and regulated by the Central Bank of Ireland and registered in the Republic of Ireland. Registered office: 38 & 39 Baggot Street Lower, Dublin D02 T938, Ireland (number 
587682). Chaucer Insurance Company Designated Activity Company UK Branch (No. BR019729) is a branch of Chaucer Insurance Company Designated Activity Company, authorised by the Central Bank 
of Ireland, and subject to limited regulation by the Financial Conduct Authority.

CRIME INSURANCE

 All risks insurance against crime by employees 
and third parties; Theft of money, securities or property of 

a client by an employee; Theft of money, securities 
or property of a client, in the custody, care or control of 

an organisation by a third party.

CYBER INCIDENT 
RESPONSE AND INSURANCE 

Provides coverage for 
immediate incident response, 
1st party costs and 3rd party

 fi nancial loss associated with 
responding to cyber events 

(risks and threats relating to 
data; network infrastructure 

and activities)

MANAGEMENT
RISKS INSURANCE

A package policy providing cover 
for D&O, Employment Practices, 
Company insurance and 
Employee Crime, Crime Using 

Computers and Social 
Engineering Crime Section 

(i.e. enhancing the cyber-crime 
by adding theft by employees)
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